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Abstract: 

Computers accomplished of ascribing to the Internet from numerous spaces are likely to grow in 

popularity until they dominate the population of the Internet. Subsequently, protocol investigation 

has shifted into high gear to develop appropriate network protocols for supporting mobility. This 

preliminary article challenges to outline some of the many promising and thought-provoking 

research directions. The papers in this superior issue indicate the assortment of belvederes inside 

the research communal, and it is part of the determination of this summary to frame their place 

within the inclusive investigation extent. 
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1. Introduction 

This issue of Mobile Networking and Applications offerings research papers probing the possessions 

of mobility on the Internet. As one might expect, given the diverse nature of protocols employed by 

Internet addressable devices, there are a wide range of effects. In fact, there are so many different 

aspects to Internet mobility that no single journal issue or book could possibly describe all of them. 

Thus, we will have to be content with presenting a representative selection of apprenticeships that, in 

their diversity, give a good hint at the larger picture. It is the determination of this preliminary article 

to briefly mention a larger cross-section of the fresh ideas and suggestions for solutions of the 

problems raised by mobile networking, than could be represented by articles for publication in this 

journal issue. Thus, this paper will touch on current topics in many areas of networking. From 

cryptography to routing, from billing to expanded methods for automatic alignment, mobility 

changes the way we deliberate about computing, and invalidates some of the design assumptions 

upon which current network protocols and products have been built.  
 

Wireless communications has been another growth area affecting the system design of mobile 

computers. From the beginnings of the Internet, protocol designers have been fascinated by the 

attractions of wireless communications, but the lack of bandwidth and the expense of the equipment 

have prevented any widespread deployment. Adding travel computers to automobiles will provide 

new opportunities for making productive use of the Internet, as well as enabling new applications for 

increased road safety. If the appropriate wireless signposts are added to the automotive 

transportation infrastructure, wireless Internet computing could possibly help realize the age-old 

dream of automatic piloting on long car trips. Reports of road closures and traffic congestion, or 

even food preferences, could be automatically taken into account, when the automatic pilot is 

planning the best routes. Developing the new network protocols is the theme of this special issue, 

and this article intends to provide an overview of the variety of network protocols and associated 

technologies at all levels that must be considered when providing solutions for mobile computer 

users. 
 

2. Overview 

In this paper, we organize the description of mobile networking generally according to a traditional 

layered model of network functions. Each layer, from physical to application, is affected in various 

ways in the new functioning environments come across by mobile computer users. There are many 
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mobile computers envisioned that will not have hard disks, and many without keyboards, but these 

more restricted devices are not principal drivers for the mobile networking techniques explored in 

this singular issue, or within this paper. Conversely, many of the techniques and protocols developed 

for more universal purpose mobile computers can be adapted as needed for the special or restricted 

case. A good model, therefore, for the kinds of mobile computers under contemplation is a laptop 

computer with sufficient disk storage and any of a assortment of system interfaces.  

 

The variation in the capabilities of the communication strategies is one of the foremost 

differentiators between mobile computers. Besides minimal weight and size, there are other 

hardware suggestions when conniving for mobile computing. Clearly, battery powered operation is 

highly desirable, and enhancements in battery life continue to extend the likelihood of tether less 

computing. On the other hand, the proliferation of mobile laptop computers is driving the creation of 

friendlier computing surroundings, to attract the professionals who are amongst the people most 

likely to own and operate them. Wireless and mobility are not the same, but they are features which 

are quite synergistic. It is possible to have wireless computers that do not move, just as it is 

conceivable to transfer strengthened computers from place to place. Clearly, nevertheless, the 

likelihood for wireless data communications generates a desirable urge to discovery ways to 

sustenance mobility and network access at the matching time. 

 

As a rule, wireless controls the enterprise interplanetary at the inferior levels in the background of 

mobile computing, since at the inferior levels the alterations amongst physical media are maximum 

noticeable. At the network deposit and overhead, mobility dominates. These design parameters 

require variability in essential protocol fundamentals in conducts not planned by the inventers of 

existing network protocols. As mobile computers developed slighter and inexpensive, it becomes 

more feasible to use them as commodity strategies without any personality, ample as one might treat 

a pad of paper. It’s easier and more convenient to carry around a smart card in one’s folder or purse, 

as extended as a suitable computer is available when needed that can obtain the rights and freedoms 

of the cardholder. 

 

3. Physical layer considerations 

At the physical layer, the foremost impartial is to detect the signals between the two endpoints of a 

communications link. While physical layer considerations are among the most interesting, they do 

not form the focus of this article or journal issue. Many different media and channel coding schemes 

have been projected, for occurrence: Directional infrared; Diffuse infrared; Analog cellular 

telephone; TDMA; CDMA; Short range radio. There are a amount of disparities for each of the 

upstairs channel categories. For the resolutions of higher-level protocols, each channel encoding 

scheme can just as well be measured as a new corporeal intermediate.  

 

Maneuvers surrounded by the deepest protocol layers attend the task of operation of various edge 

registers to set up the corporal layer encrypting and channelization. The new wireless media 

becoming available are among the primary drivers for the interest in mobile computing. Thus, it is 

appropriate to understand the nature of wireless communications, and the contrast between wireless 

and wired media. For wired broadcasting, there is stereotypically: Well definite broadcast range; 

Low bit fault rate; High bandwidth; Symmetric connectivity. 

 

4. Link layer considerations 

A great deal of attention has been paid to methods for establishing links between mobile computers 

and base stations or access points. One typical method is the creation of telephone links; the 

admiration of this technique breaks mostly on the widespread obtainability of the physical media 

which can be used. Cellular telephones using various technologies can provide good coverage within 

the United States, parts of Asia, and Europe, although no solitary know-how so far make available 
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sufficient breadth of coverage. The following operations are among those from time to time included 

at the link stratum. 

 

4.1. Handoffs 

Central to the concept of seamless mobility is the process of establishing links at each new 

connection point. Whenever this process requires the transfer of state information from the old 

connection point (e.g., base station) to the new one, a handoff has to occur. There are numerous 

methods for performing handoffs, as numerous as the kinds of state information that has been 

calculated for mobile nodes, as well as the varieties of network entities that maintain the state 

information. Often, authentication has to be performed to ascertain the identity of the mobile node. 

 

4.2. Compression 

Compression is often desirable because it diminishes band width requirements, and that can be very 

important for many low-speed wireless media. However, use of compression at the link layer is 

problematic in some surroundings, because the best compression is almost always achievable at 

higher level protocol levels, especially the application layer – for instance, with techniques described 

in Web Express, described in this issue. Compared to the link layer, the application is much more 

likely to be able to aggregate larger data objects into an efficient coding scheme, because the link 

layer only has access to the bit stream, not to the sequence of data objects being transmitted.  

Inappropriately, endeavoring compression at two diverse protocol levels is typically less efficient 

than performing it at only level, and can have the consequence of increasing the amount of data to be 

transmitted. Consequently, whenever higher-level protocols practice encryption, the link layer 

should be inhibited from attempting any further compression. The dichotomy between the need for 

use of compression for naive applications, and the need to inhibit compression at the link layer for 

more intelligent applications, indicates that any lower-level compression features must be control 

label by higher-level protocols. This is only one of several situations where link layer actions must 

be made visible (perhaps on a packet-by-packet basis) to higher level proto cols. As a result, more 

sophisticated control approaches are often needed for custom by higher level protocols. 

 

4.3. Security 

Whereas the constrained bandwidth of wireless technologies suggests the use of compression, it is 

the open propagation of wireless signals throughout the range of the transmitter that suggests 

applying security techniques to the wireless signal before transmission. A number of encrypting link 

layer devices and products have been introduced, especially for use in military applications. Whether 

the data obligation be encrypted for privacy, or merely authenticated. The use of security landscapes 

at the link layer has the effect of demanding supplementary processing, which uses more power and 

which can significantly degrade transmission speed on high-speed wireless links. Even when the 

transmitter can grip encryption at high haste, the receiver must decrypt at the identical speed. 

Providentially, around are encryption algorithms [B. Schneier] which allow relatively speedy 

decryption by the mobile wireless receiver, which may have limited power or processing 

capabilities. 

 

4.4. Hidden terminals 

The inclusive wireless bandwidth available to altogether mobile computer users can be amended by 

accumulative the number of cells (where a cell is considered to be the range of coverage of a base 

station involving the mobile node to the rest of the network), reusing the frequencies in each cell, 

and reducing the number of mobile computers per cell. Reducing the number of mobile computers 

per cell is typically talented by making the cells smaller, so that the access points in the cell are 

within range of fewer wireless computers. The way that frequencies are used in each cell has to be 

managed carefully so that neighboring cells do not interfere with each other. Having multiple 

computers in a cell can give rise to the hidden terminal problem illustrated in figure 1, a difficulty 

encountered in the use of wireless communications. In the figure, two laptop computers with radio 
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links to an access point AP (say, a base station) may try to communicate with the access point 

simultaneously. Each computer can hear the access point, and cannot directly detect any interference 

on the wireless medium. Nevertheless, the access point will possible be powerless to accept the 

spread from whichever laptop. 

 

4.5. Retransmission 

s revealed above, wireless media repeatedly find request in conditions where error-free spread 

cannot be definite. Difficulties arise when the wireless places instigate to move apart from each 

other, introducing fading effects as the received signal power diminutions. When indication power 

turn out to be about the same as power in the channel from other sources (co-channel interference), 

data errors happen. Noise can overwhelm the received signal power for other reasons. For instance, a 

wireless receiver can move through an area which has some obstacle preventing the reception of 

signal from a transmitter, but soon afterwards might emerge from behind the obstacle. Alternatively, 

a noise source can traverse the area between the transmitter and the receiver. All of these can disrupt 

the flow of data between wireless nodes, and cause failures at higher level protocols. Whether or not 

this is a good idea depends on the additional bandwidth required to transmit the sequence and 

credentials evidence for each container at the link layer, as well as the complex interaction between 

the link layer and retransmissions performed at advanced levels. Additional complications arise 

when the channel is multiplexed for numerous use. For occurrence, when voice and data are carried 

on the same channel, TCP can experience retransmission anomalies, as investigated in aspect in the 

paper by Sudhir Ramakrishna et al. in this issue. Hybrid schemes are possible whereby high-level 

detection of data loss or corruption can trigger the utilization of retransmission modes by the link 

layer protocol. 

 

4.6. Neighbor discovery 

Central to any link layer operation is the process of neighbor discovery , by which a wireless node 

may determine which other nodes are within range of transmissions made using the particular 

physical medium and/or channel of interest. Sometimes a particular kind of neighbor is required, 

such as a base station, and in those cases the neighbor discovery mechanism must take into account 

marker information included in advertisements from the distinguished neighbor. In other cases, all 

neighbors might be of interest to the node, and topological connectivity information will be 

exchanged between the neighboring nodes. 

 

Neighborhood statistics can be dynamic, varying as the nodes transfer comparative to each other. 

Thus, neighbor discovery algorithms naturally operate periodically, and the period (rate of 

repetition) defines in some sense the responsively of the gathering of nodes. The period should be 

selected so that the neighborhood typically undergoes only incremental change during the time of a 

single repetition. When the rate of motion is too great to tolerate the control traffic needed for 

neighbor discovery, it probably no longer makes much sense to model the local physical medium 

connecting two nodes as a link to be established for future communication. Instead, the physical 

medium becomes essentially a way to relay broadcast messages, and flooding is then the only way to 

get data to a particular destination. When such address information is cached for better performance, 

node mobility has to be reckoned with since the cached information can become stale [C. Perkins]. 

At the link layer, hoarded information which identifies a neighbor node becomes invalid when the 

node is no longer in the neighborhood. Additional protocol operations may be needed to cover for 

the node during the time it is away from the neighborhood, if definitely the node is ever predictable 

to return. 

 

4.7. Power control 

As has been noted, additional bandwidth can be made available to mobile nodes if the same wireless 

intermediate can be used instantaneously by units which are out of corporal range of each other (e.g., 

by making the cell size smaller). Maximizing the obtainability of a medium by longitudinal re-use, 
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then, is an important consideration in wireless system design. The power used to transmit a wireless 

signal is characteristically the dominant factor in decisive the range for its reaction. Consequently, 

wireless arrangements should control the amount of power used to transmit their data. In addition to 

increasing frequency re-use, tumbling power may rise battery life. On the other hand, reduced range 

for signals from mobile nodes surges the probability of loss of signal. Link layer protocols can 

control the transmission power used by wireless communications adapters to balance these two 

needs. Determining the essential subset is, of course, not always very easy. In some cases, 

particularly when clustering algorithms are used in ad hoc networking, some abridging assumptions 

are made so that the process is more manageable. 

 

4.8. Error correction 

As error conditions on a wireless link get better or worse, the number of bits employed for error 

correction could be decreased or increased to enable error-free reception. When the bit-error rate is 

moderately high, it is better to enable errors to be fixed directly rather than requesting retransmission 

of packets as discussed above. However, predicting the number of error-correction bits needed to 

promise error-free reception is not easy. Overestimation wastes a significant fraction of the 

bandwidth on improvement bits that are never used, and underestimation causes more 

retransmissions to be necessary. Even so, when the blunder amount is fairly predictable, this practice 

often effectually progresses the data rate obtainable over wireless links.  

 

5. Network layer considerations 

The Internet Protocol (IP) [J.B. Postel] offers a convenient design point for introducing the necessary 

protocol operations for supporting node mobility. By now, the network layer operations for mobility 

support are well understood, and are specified in Mobile [C.E. Perkins and D.B. Johnson]), a 

spontaneously available standard. To comprehend Mobile IP, it is first necessary to understand IP. 

For the purposes of this paper, and the other papers in this special issue, IP may be considered to 

offer the following functions: Categorizing each network; Identifying each node on a network; 

Forwarding packets to the correct next hop when they attain at an intermediate node (router) which 

is not the final destination; Fragmentation and reassembly as needed; Triggering apparatuses for 

resolving IP addresses into lower-level (link layer, or MAC) addresses; Generating suitable regulator 

and status information for handling exceptional link conditions. 

 

To support the mobility of the destination node consuming Mobile IP, IP is modified to tunnel 

packets to a mobile node at its current point of extra to the Internet, as part of the forwarding 

process. By this instrument, packets arriving at the mobile node’s home agent are then no longer 

restrained to the network identified by the mobile node’s IP address. The new and important 

additions to IP for handling node mobility all circle around the care-of address, which is the IP 

explosion used to identify the mobile node’s current point of attachment (not the mobile node itself). 

The care of address does not affect the IP address used to identify the mobile node to the rest of the 

Internet. Mobile IP can be unstated as three interrelated operations involving the care-of address: 

Advertising it at the new point of attachment; Registration, or storing it for future use at the mobile 

node’s home agent; Use by the home agent, to tunnel data traffic from the home network to the 

network indicated by the care-of address. The suggestion between a mobile node’s IP address and 

the care-of address it acquires as it moves about is known as a obligatory ; the binding carries along 

with it information specifying how long the association is allowable to be considered valid.  

 

5.1. Reducing registration frequency 

One disapproval that has been blocked against the base Mobile IP protocol is the need for possibly 

frequent reregistration as the mobile node moves about from place to place. Such reregistration can 

cause released packets if the mobile node is far away from its home network and route optimization 

is not in use by the foreign agents. Moreover, in the condition where, say, thousands of mobile nodes 
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are reregistering upon appearance from a densely traveled major shaft for automobile traffic, the 

control traffic from the registration protocol may overwhelm local possessions. 
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